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Overview of the MiniMon Application

MiniMon provides unattended, around the clock monitoring for fish
marked with an 1SO PIT Tag. MiniMon can collect data from 16 or more
ISO transceivers simultaneously. The collected data is transformed into
interrogation files which are partitioned by a specified time interval.
MiniMon provides visual diagnostic information about the current
interrogation process in addition to robust logging features.

In addition to real-time interrogation, MiniMon supports the following
features:

e Remote interrogation
e Automated data upload to PTAGIS
e Tag report for data analysis

System Requirements

MiniMon runs on computers using the Microsoft Windows 98 SE, NT 4.0, Win2000
or WinXP operating systems. Performance of the system is dependent on the
speed of the machine and the amount of RAM memory installed. The minimum
hardware requirements for MiniMon are as follows:

Processor Type: Pentium

Processor Clock Speed: 100 MHz

Memory: 32 Megabytes RAM

Hard Disk Space: 100 Megabytes free space

Operating System: Windows 95, 98, NT 4.0, Win2000 or WinXp
Monitor capable of 800 x 600 resolution or higher

16550 UART standard serial port

For optimal performance additional memory (64 Megabytes or greater), disk
space (150 Megabytes), and greater processor speed (200 MHz or faster) are
highly recommended, as is the use of a mouse or other pointing device.
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To use the automated upload capability, you must have a modem or LAN internet
connection. Also, Remote Access Services must be installed on the PC's network
configuration.

Supported Devices

MiniMon supports two types of ISO transceiver devices:

Destron-Fearing FS-1001 Stationary 1SO Transceiver

Supports ASCII and BPA protocol.
Supports standard 5.x firmware versions for the following types of
stationary readers:
0 FS1001 (Juvenile)
0 FS1001A (Adult)
o0 FS1001M (Multiplexor)
Capable of 115k baud rate.
Provides a fiber optic/RS-232 Data port (BPA Protocol) and a RS-232
maintenance port (ASCII).
Provides robust diagnostics.

Stationary Reader

Destron-Fearing FS-2001 Portable ISO Transceiver

Supports standard 5.x firmware versions.

Capable of 56k baud rate.

With a firmware upgrade, supports Remote Interrogation without a PC.
Water resistent and portable.

DC power supply.

2001 Portable Reader
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Firmware Upgrade

Included in the installation of MiniMon are the firmware upgrades for both
of the Destron transceivers. Also included is the VbFlash program to install
the firmware. See the document "Instructions for using VbFlash" for more
information. This information can be located in the

" \PTAGIS\MiniMon\Destron" subdirectory.

Serial multiports extend the number of "native” COM ports available on the PC.
The following serial multiports have been tested with MiniMon:

RocketPort PCI Multiport Serial Cards

Each RocketPort adds 4 to 32 "native" COM ports to your PC server or PC
client using only a single PC slot - and no IRQs. The PCI models are
recommended for NT/9x platforms. USB models will work with Win98,
Win95b and Win2000 platforms. See www.rocketport.com for more
information.

Allen-Bradley SLC 5/03 Programmable Controller

SLC 500 Controllers

-

MiniMon supports Allen-Bradley SLC 5/03 programmable controller
enabling/disabling transceivers with remote commands. See Device Settings for
SLC 500 for more information on configuring this type of device.
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Serial GPS Devices

MiniMon supports any serial GPS device that communicates with a standard
NMEA-0183 protocol. See Device Settings for more information for configuring
this type of device.

Specification

The following is the functional specification the MiniMon application was
developed from:

The end-product is built to be a throw away prototype.

Needs to be small/simple/light-weight.

Needs to be production robust by March, 2000.

Needs to be able to read FS1001 or FS2001 transceivers.

Needs to be able to read 'date/time' firmware or tagging firmware in
FS2001 reader.

Does NOT need master/slave redundancy.

Needs to be able to read transceiver data from two comm ports on a PC.
USB multi-plexing capability will be explored for two weeks. Based upon
findings a decision will be made to incorporate mux capability into the
throw away prototype.

9. Insure that the mux delivers data in the proper sequence.

10. Provide simple, two way communication between PC and transceiver
11. Incorporate e-mail data submission capability.

12. Open/Close current file manually.

13. Stop data collection should be password protected.

14.Run a stick tag report for tag analysis (outside program).

arwNE

o NO

Automatically Start MiniMon

This topic describes how to configure MiniMon application to automatically start
when the system reboots. This is useful for unattended installations. The
following steps will create a special shortcut to the MiniMon.exe and place it in the
system startup folder.

To start the MiniMon program each time Windows starts:

Click Start, and then point to Settings.

Click Taskbar, and then click the Start Menu Programs tab.

Click Add, and then click Browse.

Locate the MiniMon.exe file in the installation directory, and then double-
click it.

The MiniMon.exe file path will be displayed in the Command Line. Append
the word Autolnterrogate to the end of the path:

PODNE

o
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"C:\Program Files\PTAGIS\MiniMon\MiniMon.exe"
Autolnterrogate

Click Next, and then double-click the StartUp folder.

Type the name that you want to see on the StartUp menu, and then click
Finish.

If Windows prompts you to choose an icon, click one, and then click
Finish.
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Configuring Devices in MiniMon

To access the configuration settings for MiniMon, select the Configure button from
the tool bar and the following window will appear:

= Configuration @

i| Devices | Secuity |

Intemagation File

Site Code:  [15T File Version Ext: [1 =]

Output Path; |I::hF'F| OGRA™TNPTAGIS \MinikanD ata’, J

Generate a new file eveny: |1 ﬁ har(z]
Iv Synchronize on the hour
Iv Tirne starmp file everny: |3 j mirutels]

Logging
Log Mode:  |Verbose -
LogPath:  |CAPROGRA~1SPTAGIS \MinitortLogh ||

ok Cancel |

Pressing the OK button will save any changes made to the settings. MiniMon
permits changes to the configuration during the interrogation process, however,
the new settings will not take effect until after the next file change. Devices can
also be configured using shortcut keys from the Device Status window.

Click on the sections below for more detail on how to configure MiniMon:

Interrogation File
Loggin
Devices

Security

Interrogation File Settings

To access the settings for the interrogation file, open the configuration dialog; the
settings are located in the top section of the General tab page.
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This section contains the following settings:

e Site Code: a three character field that designates the site of
interrogation. This code is used as a prefix for all interrogation files.

e File Version Ext.: this is a single digit, 0-9, that can be optionally
appended to the end of the interrogation file name. Use this feature to
distinguish data files when multiple installations of MiniMon are used for
redundancy.

e Output Path: designates a location where all interrogation files will be
stored. Click on the button to the right for browsing. Also, to create a new
folder, type in the name at the end of the path and the application will
prompt you to create the folder on exit.

e File Generation Interval: Determines how often a new interrogation file
will be created. It is a good idea to partition your interrogation data
among several files. MiniMon automatically appends a unique file
extension (A-ZzZ) for each file created. The range for the interval is 1 - 24
hours. Note: MiniMon will create a new file at midnight if the interval
spans this hour.

e Synchronize on the hour: If this setting is checked, MiniMon wiill
synchronize the file change to the closest hour interval. For example, if the
current time is 10:45 AM, and the file generation interval is set for every 2
hours, the next file change will be at scheduled at 12:00 PM if this setting
is checked, otherwise, it would occur at 11:45 AM.

e GPS/Time Stamp: this feature writes a generic comment message into
the current interrogation file each time the specified time interval expires.
This is a useful diagnostic tool to indicate normal operation for sites that
don't collect much data. The range for the interval setting is 1 - 60
minutes. Additionally, if a GPS Device is configured, the most current GPS
coordinate will be inserted into the interrogation file whenever the time
interval expires.

¢ Append Milliseconds to tag records: if this option is selected, MiniMon
will append the millisecond value of the time that a tag code was read
from a reader onto a tag data record in an interrogation file.

Log File Settings

MiniMon contains robust logging capabilities for creating diagnostic information
about connected devices and internal processes. Logging information is saved to
a separate file from interrogation data, and is automatically partitioned by
MiniMon based upon a fixed size constraint. The log file has a naming scheme of a
'LOG' prefix, followed by the Julian date, followed by a unique partition identifier
(A-ZZZ) and completed with text file extension i.e. LOG0O047B.txt.

To access the settings for the log file, open the configuration dialog; the settings
are located at the bottom of the General tab page.
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—Lagging
Log Mode: ISummary LI
Log Fath: lC:".,Dev'xPrujemshhﬂiniMDnRPrDtDtypehtmm |

18] Cancel |

This section contains the following settings:

e Log Mode - this setting has the following three options:

o None: no logging will occur.

0 Summary: only essential information is logged to a file. This is the
default setting and recommended for normal interrogation.

0 Verbose: detailed process information in addition to essential
information is logged. Use this setting to help diagnose specific
problems.

e Log Path: designates a location where all log files will be stored. Click on
the button to the right for browsing. Also, to create a new folder, type in a
new name at the end of the path and the application will prompt you to
create the folder on exit.

Sometimes it's useful to be able to close the current log file and create a new

one. To do this, select the Open Next Log File... (Ctrl-L) menu command located
under the Edit menu heading.

Configuring Devices

To configure one or more devices to be used with MiniMon, from the configuration
dialog, choose the Devices tab and the following dialog will appear:
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? Configuration |

I Secutity I
Dewvice I Fort | Enabled I Filter I
El =tationary F51001 SO True ASCI
2 Portable FS2001F COkZ True  ASClw/f Time 5.
£l stationary FS1007 COM3 True BFA Protocol
= Stationary F31001 COk4 True EFA Protocol
El Stationary F31001 COME True EFA Protocol
& Stationary F31007 COME True BFA Frotocal

4 I ¥

Add... | Bemowe | Froperties... |

(B8 Cancel |

From this dialog you can do the following:

e Add a New Device - pressing the Add... button will display the dialog
settings window to create a new device configuration. MiniMon can support
up to sixteen or more devices for simultaneous interrogation. However,
this number can be limited to the available system resources on the PC
and the existing hardware. Each device corresponds to a specific serial
port on the PC.

¢ Remove an Existing Device - highlight an existing device configuration
and press the Remove button. This will remove the device from MiniMon's
configuration.

e Change the properties of an existing device - highlight an existing
device and press the Properties... button. This will display the device
settings window to change the behavior of that device.

Note - if MiniMon is presently interrogating, changes to the device will not occur
until the interrogation file is changed. Devices can also be configured directly
from the Device Status viewer using shortcut keys.

See the device settings section for more detail on configuring devices.

Device Settings

This dialog is accessed from the Device Configuration when the user wants
to add a new device or change the settings of an existing device. This
dialog is also accessed via shortcut keys from the Device Status viewer.

10
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o : -
% Device Settings i
-~V E :
Type of . ]
Dovies B Stetionary FE1001 7]
Cancel
Fort A2l COMT ~]
Connect...
Baud Fate l1-|52|:||:| :J n
Type of
Filter |ASCII ~|
Default .
wonD 01 =] Hexqo1-FE]

Once the settings are complete, press the OK button to save these changes
or press the Cancel button to disregard the changes. Pressing the
Connect... button will launch a MiniTerm (terminal) window that will
automatically connect to the device. This feature is not available for the
BPA protocol.

A device has the following settings:

Enabled: this determines if the device is enabled during the interrogation
process. This is useful for situations where there are devices that are used
temporarily - they can be disabled without losing their configuration. See
Shortcut keys for doing this from the main window.

Type of Device: designates which supported transceiver or GPS device is
connected to the serial port.

Port: designates which serial port the device is connected to. Only one
device can be connected to a serial port at a time. MiniMon does not
support a multiplexed configuration.

Baud Rate: this should match the baud rate setting on the device. This is
the only configurable serial port setting for the supported transceivers
devices since the other settings are fixed at N-8-1. The range of values for
this setting are 2400-115200 baud.

Type of Filter: determines which data filter to use on the incoming data.
This is dependant upon the type device and other considerations outlined
in the table below:

FS1001 BPA Protocol |Connected to COM2 high-speed port.
This is a binary protocol.

FS1001 ASCII Connected to COM1 maintenance port.
FS1001A |Adult BPA Connected to COM2 high-speed port of
Protocol an Adult FS-1001A transceiver. This is

a binary protocol.

FS1001A |Adult ASCIlI |Connected to COM1 maintenance port
of an Adult FS-1001A transceiver.

FS-1001M |ASCII SSR Connected to COM1/COM2 ports of
Mux Small Stream Multiplexor reader.

11



MiniMon Help

FS-2001 |ASCII Upgrade transceiver firmware 1.5 or
w/TimeStamp | ISO 3.8 and Time Tag setting is set to
YES.
FS-2001 |ASCII Standard transceiver firmware 2.1; or

timestamp firmware 1.5 or I1SO 3.8
and Time Tag setting is set to NO.

Allen- SLC-500 Connected to a SLC 5/03 PLC.

Bradley Protocol

PLC

GPS NMEA Connected to any serial GPS device

Device that supports the NMEA-0183
protocol.

*400 kHz stationary transceiver is not shown

e Default Xcvr ID: this correlates data and device within the interrogation
file. Each Xcvr (transceiver) id should be unique and defaults to the serial
port number.

Important: The FS-1001 device overwrites this setting with an internal
Xcvr ID which is transmitted in the BPA protocol data only. The internal
device Xcvr ID and this setting should correspond to the same identifier.

Device Settings for SLC 500

SLC 500 is added and configured from Configuration Window. Open Configuration
Window and click add:

? Configuration
General | Devices | Security |
Device | Fart | Enabled] Filker
< >
Bemove | Properties. .. |
ok | LCancel |

Add New Device Window will open. Choose SLC 500 device.

12
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? Add Hew Device
¥ Enabled -

Type of Ok

Devies | Stationary FS1001 v |

Fart =12 Portable FS2001F LCancel

=) Stationary FS 1001 5
Baud Fate | S SLCEOC . onnect. ..
=S 23

T f

Fi'llrltlzlr3 D IE!F'.-’-'-. Pratocal _:J

Drefault Iﬁﬁ Hes 01 - FE]

Device Configuration Guide

When SLC 500 device is chosen, button Connect will change to button Advanced.

Part J:;U COM1 L]

Baud Rate J

Type af
Filter I
Drefault
oo =

sovr D

T Add New Device
¥ Enabled - oK
Type of =
Device | SLC S0 -
LCancel

Advanced button will take you to the Advanced PLC Properties Window where
you can add commands to be sent to all readers when the PLC state changes

from Start to Stop.

13
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3 Advanced PLC Properties
H]4
Choose a state to assign commands: |5tart j
Start Cancel
Stop .
Commands g
Comrmand J Parameter ] R ] Comrmand JA
) Bad [E) Buffer ENABLED Bl (7l
[E) Buffer DISABLED Bal
[ Buffer COUNT BC
[ Buffer DOWMLOAD BD
oy [ Buffer ERASE BE

&) Diagrostic Counter 5. DCS
r &) Diagrostic Counter ... DCR
L) Status Report DELAY  DRD
L) Status Report SEND DRS

E) Test Tag OM 0T
[E) Test Tag OFF OTo
[ Test Tag DELAY DOTD
) Test Tag SEMD DTS
L) sntenna dlarm Thresh.. DA
L) Antenna Gain BB
£ Part Status DP
[ Baud Fate F1

) Reader ENABLED R
&) Reader DISABLED Ral

&) Reader RESET B4R

) Reader ID Rl

) Reset Reader Parame... RP (3]
[l ] EY

Choose the state to which you want to assign commands from the drop-down list
at the top. The list of commands on the right is the list of all commands available
to be assigned to a state. The list on the left contains commands assigned to the
current state. Add and remove commands using buttons at the center of the
window.

When finished, click OK and the program will take you back to the Add New
Device Window. Click OK to exit and save changes.

PLC actions are logged to Logging Data tab of the Main Window.

Terminal Window (MiniTerm)

MiniMon contains an interactive terminal tool (MiniTerm) to connect to a device
directly. This tool provides raw data from the connected device and contains a set
of commands to perform remote configuration. This tool is accessed from the
Device Settings dialog and does not support the BPA protocol. This tool can also
be accessed from shortcut keys on the Device Status viewer.

14
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File  Options

& Bl

Marne Caommand l Description o

& Help H Displays a list of commands available for this device.

Change Profile cP Changes current profile to & given number. Reader prompt reflects current™

@ Display Status DS Display reader operating status and current proflie settings.

@ Close Current File FC Closes currentfile and creates a new file for data logging. Optional {SitelD,

& Erase Current File FEC Reader will erase the current file.

@ Frase All Filas FEA Feaderwill erase all files. et

‘ | )_H
IConnec’ced 19200-M-8-1 | Port; COM2 | Device: Portahle FS2001F

Below outlines features of MiniTerm:
Serial Port Settings

Use this tool to override default serial port settings. When MiniTerm is launched it
automatically connects to the device using the standard N-8-1 serial port settings
and the selected baud rate and serial port from the Device Settings dialog. If it
cannot connect to the device or garbage characters appear, most likely the baud
rate or serial port settings are incorrect and need to be adjusted. The serial port
settings can be configured without leaving MiniTerm by selecting this Port
Settings... button from the tool bar.

Terminal Window Settings

Select the Terminal Settings button to change the dimension of the terminal
window or change the font size and color.

Commands

Pressing this button on the tool bar will show/hide the commands list at the
bottom of the terminal window. This list contains most commands for the given
device type. Double-Click any command in the list and it will automatically be
sent to the device. The same command can be manually typed into the terminal
window, followed by a carriage return.

Connect/Disconnect

15
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Pressing this button on the tool bar will connect/disconnect the terminal to/from
the device.

Security

MiniMon provides optional, high level security to protect against unauthorized
access which can result in the loss of data. If a particular action is secured, the
user is prompted to supply a correct password before continuing the operation.

To access the security settings, choose the Security tab page from the
configuration dialog.

? Configuration l

General | Devices |

Fasswaord Protect the Fallowing Actions:

@ [T Starting the Application
™ Ending the Application

™ Closing an Interrogation File

™ Canfiguring the Applicatian

Password: ;“‘*

Confirm: ~ [==

(0] Cancel

The following MiniMon actions can be secured:

e Starting the Application: the user must supply a password to start the
application.

e Ending the Application: user must supply a password to close the
application.

e Closing an Interrogation File: user must supply a password to change
the current file.

e Configuring the Application: user must supply a password to access the
configuration settings.

To set the password, enter the same password in both boxes, to provide
confirmation. This will change the password the next time a secured action is
encountered by the user.

16
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Interrogation Process
Overview

The interrogation process refers to when MiniMon is actively collecting data
from the connected devices and translating it into an interrogation file. The
user controls this process using the Start and Stop buttons located on the
main window's button bar. When the process is stopped, no data is being
collected. Once started, MiniMon connects to the configured devices,
creates an interrogation file and begins collecting data. MiniMon keeps track
of how long the current process has been running, and after the
interrogation file interval expires, closes the current file and opens another.
All data collected from the devices is written to the interrogation file,
including status and timer tag information.

Interrogation Status

MiniMon provides real-time display of status information about the current
interrogation process. There are three tab pages that display this
information located on the main window:

e Device Status - provides current information about each connected device

e Interrogation Data - contains a subset of the current interrogation data
collected from all devices.

e Logging Data - contains a subset of logging information, regardless of the
log mode setting.

All of the above status information can be reset using the Clear Data menu
command located under the View menu heading.

Other Interrogation Utilities

The following utilities are located on the button bar of MiniMon's main
window. As with all buttons, they have an equivalent menu command.

ﬂ Next File - clicking this button will manually close the current
interrogation file and open the next. This is useful to force configuration
changes without stopping the interrogation process. MiniMon will reschedule
the next automated file change.

\/ Insert Mark - clicking this button will insert a generic marker into the
current interrogation file with the current date and time. The Data and Log
status viewers will display a visual marker. This is useful for marking
external events for analysis.

Insert GPS Coordinate - (menu command only) this will insert a GPS
coordinate into the interrogation file if a GPS device is properly configured.

Device Status

17



MiniMon Help

MiniMon displays real-time status information about each device:

% s MiniMon

T e =89 d v IS

Start Stop Configure  Dowrload Mext File  Insert Marl: Ipload Report

Device Status] Interrogation Drata ] Logging Data ]

Device | Puart I #OWR 1D I Shatuz | Tagsi Last Alarm Exceptio -
% Stationary F51001  COM3 o Connected 14

% Stationary F51001  COM4 02 Connected 14
a? Portable FS2001F  COME 03 Connected 14 —
iﬁ Portable FS2001F  COMEB 04 Connected 14

tationary FS1007 Sl 05 Dizabled 1]

i% Statiomary F51001  COMAB 0B Connected 14

EB Stationary F51001 - COM3 ov Connected 14 -
J | of
Statuz: Interragating ?
Interrogation File: TSTOO151 K.

Seszzion Started Ak /3000 10:30:07 Ak
Mext File Change: 28 Minute(z] 26 seconds
Logging: Summary

Auto-Upload: 28 Minute(z] 27 seconds

5/30/00 [1031AM

The device status page contains the following information:

18

Device: type of device.
Port: the physical serial port the device is connected to on the PC.
XCVR ID: the transceiver id assigned in the device settings.
Status - the current state of the device which can contain three values:

o0 Connected - collecting interrogation data.

o Idle - interrogation process is not running.

o0 Disabled - the user has disabled this device from collecting

interrogation data.
o Error - usually represents a communication error, see Last Alarm
Exception below.

Tags: counts the number of tags read by this device. This value is reset
when status information is cleared.
Last Alarm Exception - represents the last alarm exception sent from
the particular device. If the exception is considered severe, the Status will
be set to the Error state.
Global Information - in addition to status information about each device,
global status information is displayed at the bottom of the page. This
includes the status of the process (ldle or Interrogating), current
interrogation file name, when the process was started, when the next file
change is scheduled to take place, the logging mode and when the next
data upload process is scheduled.
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Shortcuts for Configuring Devices

A right mouse click on any listed device in the status viewer will display a pop-up
menu with shortcut commands.

T | e —=a L =
Stat | Stop |Eu:unfigure Download HEREEile

Device Status I Interrogation [ ata ] Logging D ata ]

Device I Puort | =CWR 1D | Statuz
E! Stationany FS1001 COwd3 m |dle

:tu:nru-ik BoakiE 0z |dle
JEPotable® o 03 Idle
Piporable ——— L 04 Idle
% Ctationar  Configure... 05 Disabled
E] Stationa Temiinal.. 05 Idle
E’ Stationare FS1001  COM3S 07 |dle
1] |
Statis; |dle

Interrogation File; [ A,

These shortcut commands can be invoked during an active interrogation process.
Changes to the device configuration are made immediately, offering a more
powerful alternative than having to wait for the next file change. The following
describes each shortcut:

o Enable/Disable: this will toggle a selected devices status from enabled
(collecting data) to disabled (not collecting data). This is useful for
collecting data from temporary installations without having to restart the
interrogation process.

e Clear: this will clear the status information for the selected device only.

e Configure... this will invoke the Device Settings dialog for the
selected devices. Changes to these settings take effect
immediately during if there is an active interrogation process.

e Terminal... this command will invoke the terminal window for the
selected device. Warning, this will disable the device temporarily while the
terminal window is active. Once the terminal window is closed, the device
will begin collecting data again if it is enabled.

Interrogation Data Status

During the interrogation process, a subset of all interrogation data is displayed on
the Interrogation Data tab page in chronological order.
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File Edit “iew Tools Help

........ E ______ — =
T T @ B E
Caonfigure  Swstern Download

Start |  Stap

Device Status ; Interrogation Data ! Logging Diata !

| 2/28/2000 | 452 PM 7

Only the last one hundred lines or so of data are displayed. This status data can
be cleared using the Clear Data menu command located under the View menu
heading. This view can be locked by toggling the menu command Display
Interrogation Data (Ctrl-1) located under the View menu heading. If the display is
turned off, MiniMon is still capturing data to file, it's just not displaying it in the
viewer.

Clipboard

If the interrogation process is not active, or the Display Interrogation Data is
toggled off, selected rows of this data can be copied to the Window's Clipboard
using the Copy (Ctrl-C) menu command located under the Edit menu heading.

Logging Data Status

During the interrogation process, a subset of all logging data is displayed within
MiniMon's main window on the Logging Data tab page, in chronological order, and
regardless of the log mode setting.
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%im MiniMon

File Edit “iew Tools Help

F 7 | w5 @

Stat | Stop | Configure  Syste Download | e

Device Status ] Interrogation Data i

2/16/2000  [E14PM

This status display is limited to 100 lines of information. This status data can be
cleared using the Clear Data menu command located under the View menu
heading.

Clipboard

If the interrogation process is not running, selected rows of this data can be
copied to the Window's Clipboard using the Copy (Ctrl-C) menu command located
under the Edit menu heading.

Interrogation File

An interrogation file contains all data collected during the interrogation process.
The format of this file is specified in the PIT Tag Specifications Document.
Interrogation data is partitioned into several files for a given day based upon the
file generation interval setting. The OQutput Path configuration setting determines
the location of these files.

Interrogation files have a naming scheme of a 3 character Site 1D followed by the
current Julian date and ending with a unique partition id extension (A-ZZZ), i.e.
ABCO00042.AA. An optional File Version Ext. can be configured to be appended to
the file name to help manage redundant data collection sites.

Remote Interrogation

21



MiniMon Help

What is Remote Interrogation?

Remote interrogation means data is collected into a portable transceiver's internal
buffer, then downloaded to a PC at a later time. The Portable FS-2001
Transceiver has an optional firmware upgrade (FS-1001A 1.2 or ISO 3.8) that has
a "Time Tag" setting which associates a date and time when a tag is detected.
The detected tags and their timestamps can be stored in the transceiver's internal
buffer for downloading into MiniMon at a later time using the Download Wizard.

Configuring Remote Interrogation

1. Install firmware upgrade on the Portable FS-2001 transceiver (Firmware
version 1.5 or 1SO).

2. From a new or existing device configuration, connect to the transceiver
using MiniTerm.

3. Once connected via MiniTerm, verify the date and time setting on the
portable transceiver using the "Display Current Date and Time" (DT)
command. Note- the date and time format is dd-mm-yyyy hh:mm:ss
- the day precedes the month. Date and time can be set using the "Set
Current Date" (RD) and "Set Current Time" (RT) device commands. The
date and time settings can also be changed directly from the transceiver
menu.

4. From the transceiver menu, set the "Time Tag" setting to "Yes", and verify
the "Decimal Tag" setting is set to "No" and "Send to CommPort" is set to
"Yes". Read a tag and you should see the date and time precede the tag
code within MiniTerm.

5. Create a new file on the transceiver using the "Close Current File"
command. The program will prompt for an optional SitelD, UserlID codes -
these codes are written to the interrogation file for informational purposes
only.

6. The portable transceiver is now ready for remote interrogation. Once the
remote interrogation has completed, use the Download Wizard to import
the interrogation data into MiniMon.

Note: The internal storage capacity of the portable FS-2001 transceiver is 6,400
tags.

Remote Commands

Remote Command Window provides means for communication with a device
while it is in interrogation mode. A command is sent to a device and device
response, if any, is displayed in the Logging Data tab of the Main Window.

Remote Command Window button is located on the right on the toolbar of the
Main Window. It is also available from the Tools menu when device is connected.
While available devices are idle, Remote Command Window button and the option
of the Tools menu are disabled.
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To connect devices, lick button Start. When the devices are connected, the button
and the option on the menu are enabled.

&8 MiniMon v.1.0.118 g@“

File Edit Miew Tools Help
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Interrogation File: [30E5.E
Sezsion Started Ak 3/6/2003 11:22:30 AM
Mext File Change: 36 Minute[z) 52 seconds
Logaging: Surmmary
| Avto-Upload: Dizabled
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To send a command, click on Commands button. Remote Commands Window will
open.

% Remote Commands

Select a Device | LJ

Send

Send to &l Devices [
LCloze

Select a Cammand

M ame Command | Description

The following options are available on the Remote Commands Window:

Select a Device. When a device is selected from the drop-down list, commands
appropriate for the selected device are displayed in the commands list.

Send to All Devices. Click the check-box to select Send to All Devices. This option
allows you to send the command to all available devices. When the option is
selected, the commands list displays intersection of commands of the available
devices — commands common to all devices.
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% Femote Commands
select a Device |53 01 Stationary FS1001 on COM4) | Send
Send to &l Devices [
Cloze
Select a Cornrnand
M ame | Cammand | Description |
&) Buffer ENABLED BAT Enables Tag Storage Option. .
&) Buffer DISABLED Bal Dizables Tag Storage Ophion.
&) Buffer COUMT BC Displays count of stored tag codes.
&) Buffer DOWMLOAD BD Sends stored tag codes to PC.
&) Buffer ERASE BE Erazez buffer storage. Thiz command must be confirmec
[E) Diagnostic Counter SE...  DCS Dizplays diagnoztic bit counting report.
[E) Diagnostic Counter RE... DCR Resets the diagnostic bit counters to 0.
[E) Statusz Report DELAY DRD Setz the delay periad [1-1440 minutes] for automated stz
&) Status Report SEND DRS Dizplays the current reader status and configuration.
E) Test Tag OM 0T Enables Test Tag diagnostic.
L) Test Tag OFF OTa Dizables Test Tag diagnostic.,
) Test Tag DELAY DTD Setz the automatic Test Tag delay period [1 -1440 minul
E) Test Tag SEND DTS Test Tag diagnostic iz turmed on until a test tag iz read.
E) Antenna dlarm Thresh.. DA Sets the antenna alarm threzhold to a value bebween 1.
) Antenna Gain D Calibrates the curment antenna gain in range of 1 to 2000
&) Maize Gain MG Setz the Moise Gain to a value between 0-200%.
E) Moize &lam Threshold — MWT Setz the Moize Alarm Threzhold to a value between 1-38
) Moize Alarm Feport DE... MAD Sets delay period [0-1440 minutes] for Noise Alarm Repd ™|
£ | >

When a device or Send to All Devices option is selected and the list of available
commands is displayed, select a command you want to send by clicking on it
once, and click Send button. Alternatively, you can double click the command in
the list.

The command is sent to the selected device or to all available devices if Send to
All Devices option is selected. If the command requires user input, Execute
Device Command prompts you for the input.
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% Remote Commands
Select a Device ﬂ e
Sendto All Devices v
Cloze
” Select a Command
Execute Device Command —
F.al
Enter a 2-digit hexidecimal identifier [07-FE]: 0k, | W1 and COM2 port status. 1
b zpeed of COMI, acceptable values:
Cancel anning process.
anning process.
nd regtart the A eader.
¢ Feader Buzzer.
TereT oD Toaomrare=s the Fleader Buzzer,
[E) Reader Startup Delay OM RO Activates the Reader Startup Delay.
) Reader Startup Delay OFF RDO Deactivates the Reader Startup Delay.
) Reader ID Rl Setz the reader 1D (<o ID] number found in binal
[E) Reset Reader Parameters RF Rezets the reader to default parameters.
[E) Reader Unigue ON R Reader will annunciate and store a found TaG (D
&) Reader Unique OFF RUO Reader will annunciate and store all TAG 1D four| Z
) Reader Unique DELAY RUD Prevents zame Tag |0 from being detected again |
) Send Tagsz on COMT ON LT1 Enables tag meszage transmizzion on COMT.
) Send Tags on COM1 OFF LTO Dizables tag meszsage tranzmizzion on COMT.
) Help on Commands H Listz available R5-232 command on this device, ||
W |
<] 2]

The command and the device response to the command are displayed in the
Logging Data tab of the Main Window.

Download Wizard

The Download Wizard provides step by step instructions for downloading a stored
file from a portable FS-2001F transceiver operating in remote interrogation mode,
or a FS-1001 SSR Mux reader. The result of the operation is a complete
interrogation file containing tag codes with date and time of the detection from
the stored file on the transceiver.
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T Download Wizard |

@ Press Start button to begin download process:
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The Download Wizard prompts for the following information:

e Device to Download From - must be a Portable FS-2001 transceiver
with filter mode = 'ASCII w/ Timestamp'.

¢ Begin and End date/time of interrogation - enter the date and time
interrogation was started and stopped.

e Which File to Download - the FS-2001 reader supports multiple storage
files. There are two options: download all of the file or designate a single
file number to download.

e Interrogation File - provide a name and a location for the new
interrogation file.

¢ Append to this File - will append to the selected file instead of
overwriting or creating it. If the selected file is an interrogation file, the
FILE CLOSED interrogation file line is overwritten with the End Date time
entered on the previous page; the original FILE CREATED date is not
effected from this operation.

Initiating the Download Process

Once this information is complete, press the start button to create the
interrogation file. The Download Wizard will time out after a short period of time if
transceiver fails to respond. If the download was successful, a prompt will display
the number of tags downloaded into the new interrogation file. Press the Close
button to close the Download Wizard.
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Upload Process

MiniMon has the optional capability to automatically transfer data files to the
PTAGIS system using a modem or LAN TCP/IP connection. Once the data is
successfully transfered to PTAGIS, it is then archived on the local PC.

What you need to use this feature:

¢ You must have a registered PTAGIS account to upload data. See details on
the PTAGIS website for more information.

e Your PC must be able to connect to the Internet - either through the LAN
(Local Area Network) or a dial-up connection via modem to a local ISP
(Internet Service Provider).

To access the configuration settings for this utility, select the File Upload
Settings... menu command located under the Tools menu heading. The following
window will appear:

£ File Transfer Settings

General l Connection ] Diagnosticz

—Data
. Data Path:  |D:\Program Files\PTAGIS \MinitontD ata
-]

Temp Path: ld:'xF'HDGH.-‘l'-.”1 YptagissminimaontT emp

Ll

Archive F'ath:ld:'xF'F!DGFL-’-‘-."'I hptagizhminimontArchive

i Simple Archive
% Shuchured Archive

¥ Compress Aichive

iéf " tanual Uplaad Only
& Automated Upload evens: I‘I ﬁ hoir(z]

¥ Sunchronize on the hour and delay IED ::J‘I zecond(z]
¥ Save Acknowledgement File

ok Cancel |

The configuration for this utility is separated into three tab pages, detailed below:

e General - describes where the data is, how to archive it and when to
upload.

e Connection - determines the connection type to use for the upload.

e Diagnostics - useful tool for testing the current configuration
settings.

Overview of the Upload Process
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If the automated upload feature is enabled - the upload process is started
when the designated interval has expired. The upload process can also be
started manually by the user.

If the PC is not connected directly to the Internet via LAN (Local Area
Network) then a designated dial-up connection is launched. MiniMon will
make several attempts to establish the dial-up connection. If the
connection cannot be established (i.e. busy phone line) and the automated
process is enabled, MiniMon will attempt the connection again when the
next interval has expired. Any data that was not submitted in this aborted
session will be submitted in the next upload.

Once an Internet connection has been established, MiniMon will make a
FTP (File Transfer Protocol) connection to the PTAGIS server using the
designated user account settings. You must have a registered account with
PTAGIS to upload data.

Once the FTP connection is established, MiniMon will compress all the data
files into a single file and attempt to transfer the compressed file to a
STAGE subdirectory under the user account's home directory on PTAGIS;
the STAGE will be created if it does not already exist.

Once the compressed data file has been completely transferred, PTAGIS
will automatically detect the file and begin distributing the compressed
data files for loading.

PTAGIS will respond with an acknowledgement file which contains the
status line that describes if the distribution process was successful or not.
If the process was started automatically, the results of the submission can
be viewed in the log file. If the process was started manually, results are
displayed both in the upload window and in the log file.

General Upload Configuration

The General tab page contains information about where the data is to be
uploaded, where and how to archive the data and when to upload this
information. To access this dialog, run the File Upload Settings... command from
the Tools menu heading.
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£ File Transfer Settings

General I LConnection ] Diagnostics

—Data
. [ata Path: ID:"-.P'ru:ugram Files\PTAGIS\MinitaniData
]

Temp Path: lu:l:"uF'FH:IGFL-'l'-ﬂ YptagissminimantT emp

Archive F'ath:lu:l:'xF'FlElGFl.-’-‘-.ﬂ hptagizminimaonharchive

el

i Simple Achive
% Stuctured Archive

¥ Compress Archive

— dpload
" Manual Uplaad Only

v Automated Upload evens: I‘I ﬁ hourz]

¥ Sunchranize on the hour and delay IED :_I‘I zecond(z]
¥ 5Save Acknowledgerment File

~ L
=

ok Cancel |

Each section on the General page of this dialog is described below.
Data Section:

e Data Path - contains the path where MiniMon interrogation process is
storing the data files. The value should always match the Output Path
setting in the General Device Configuration settings for normal operation.

e Temp Path - contains the path used by MiniMon for storing temporary
files during the upload process.

e Archive Path - contains the path where MiniMon will archive data files
after they've been successfully uploaded to PTAGIS.

e Simple Archive - if this option is set, after the transfer has completed,
the data files will be moved from the Data Path to the Archive path. This
option is recommended if the number of data files for a given installation
is relatively small.

e Structured Archive - if this option is set, a subdirectory will be created
for each day an interrogation has taken place. This directory will be
identified by the site code and a julian date. Once the data files have been
transferred, the data files will be copied to their corresponding directory
matching the 8 character file name. This option is recommended for
installations that produce a large number of data files.

e Compress Archive - if this feature is checked, when the data files are
moved to the archive, they will be compressed to a common file matching
the 8 character file name (site code + julian date). The compressed file is
PKZIP compatible. This feature significantly reduces the amount of hard
disk space needed for the archive and is recommended for unattendend
installations.

Upload Section:
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Manual Upload Only - if this option is set, data will not be automatically
uploaded on a periodic basis. It will be up to the user to execute a manual
upload to transfer data to PTAGIS.

Automated Upload - if this option is set, data will be automatically
uploaded to PTAGIS on a periodic basis. The interval is determined by the
hour setting. If the Synchronize on Hour feature is checked, the interval
will round up or down to the nearest hour. The Synchronize Delay period
will add an additional number of seconds before the launching the upload
process. This is useful for synchronizing with the interrogation generation
period so that data will be transferred to PTAGIS as soon as it's available.
The next schedule upload is displayed on the Device Status viewer.

Save Acknowledgement File - if this feature is checked, the
acknowledgement file returned by PTAGIS on a successful or unsuccessful
transfer will be saved in the Temp path. This feature is useful for
troubleshooting the upload process; it's recommended to leave this
feature off for normal operation.

Configuring a Connection for Upload Process

In order to submit data files to PTAGIS, a connection to the Internet and the

PTAGIS server must be established. This topic describes the various settings used

to establish this connection.

To access this dialog, run the File Upload Settings... command from the Tools

menu heading, then choose the Connection Tab page.

£ File Transfer Settings

General | Connection | Diagnostics |

Connechon

L | Use Local frea Metwork (LAN] Refresh
" Uze Dialup Conhection: |ﬁ’ J
-

FTP Action Tirmeaut : |17 :I Second: [zero dizables timeout)
v FTF Pazsive Mode

FTAGIS

Idzer Mame: |

EEREEEEY

Paszword:

Remate Server. |ftp. ptagiz.org

1] Cancel |

Each section of this dialog is described below.
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Connection Section - this section describes how MiniMon will connect to
the internet.

e Use Local Area Network (LAN): If you PC is already connected to the
Internet through your network, choose this option.

e Use Dial-up Connection: If you connect to the Internet using a modem
and a dial-up connection use this option. Select the appropriate
phonebook entry to establish this connection. If you do not have any
phonebook entries - see Windows help to create one. The Refresh button
will refresh the drop-down list of phonebook entries. In order to use this
feature, you must Remote Access Services (RAS) installed; see your
network settings for more information.

e Redial Attempts: this setting designates the maximum number of
attempts to establish a dial-up connection. If MiniMon is unable to
establish a dial-up connection after N attempts, it will abort the current
upload process. If the automated upload feature is enabled, MiniMon will
attempt to establish the connection again when the next interval expires.

e FTP Action Time out: this setting, in seconds, determines how long an
FTP client connection should wait for the FTP server to respond. If zero is
used, this feature is disabled and the system default value is used instead
(typically it is 15 minutes).

e FTP Passive Mode: use this setting only if the network is constrained to
allow only FTP to operate in '‘passive mode'.

PTAGIS Section - this section designates the PTAGIS user account to use
for establishing a connection to PTAGIS. You must have a valid PTAGIS
user account to upload data.

¢ User Name: the user name for a PTAGIS account. The name is case
sensitive.

NOTE: due to security issue, MiniMon requires users to contact PTAGIS to
get the name of this account for submitting data.

e Password: the password associated with the PTAGIS account.
e Remote Server: the server name or IP address for the PTAGIS FTP
server. Set Defaults button will default this field to 'ftp.ptagis.org’.

Upload Diagnostics

The Diagnostics for Upload Settings will submit a test file to PTAGIS. This is useful
for testing the current configuration settings and troubleshooting problems. The
test process will display detail information for each step in the process.

To access this dialog, run the File Upload Settings... command from the Tools
menu heading, then choose the Diagnostics Tab page.
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General | Connection | Diagnostics |

Test Stop | Clear | Ping |

Source [Status
PING: Pinging 'ftp.ptagis.orq® with 64 b
PING: Reply from 285.230.28.708: bytes=6
Status: Running
Info: WinSock 2.8
Fath: C:AWINDOWSA\System32\WSOCK32.DLL
Max UDB Datagram: 65467 bytes

Max open sockets: 32767

ok Cancel

To start a test upload process, press the Test button and the rest is automatic.
The Status viewer will display detail information for each step of the process. Use
the Stop button to cancel the process at anytime. There are certain points in the
upload process that cannot be stopped; a message will appear in this situation.
Also, you cannot close this dialog while an upload process is active. Use the Clear
button to clear the messages from the status viewer.

The Ping button will use a standard network utility to verify the Remote Server
setting is pointing to a valid host. The Winsock button will display the version of
the winsock library for diagnostic purposes.

Manual Upload Process

At anytime, the upload process can be run manually from MiniMon's main
window, even if there is an automated upload scheduled. An active interrogation
process will function normally during an upload process. You must configure the
upload settings before running this process. Each step of the process is displayed
to the screen and written to the log file.

To start a manual upload process, choose the Manual Upload... command located
under the Tools menu. The following dialog will appear:
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£ Upload Data to RTAGIS

— Options
Start...
* Upload and Archive i
" Achive Only Configure...
W il Upload [258 ] secands
[T Close dialog when upload completes Cloze

= Current D'ata Files Marked for Upload&rchive
ThJ00758.2

TrAJO07°
ThiJOO158.C

Select Al Clear &l Refrezh 3 File(s]

This dialog contains options for the upload process. Each option is described
below:

e Upload and Archive: this option will upload the data files to PTAGIS and
then archive them according to the archive settings.

e Archive Only: this option will only archive the data files. No data will be
uploaded to PTAGIS.

e Delay Upload: the upload process will delay for the configured number of
seconds. This feature is useful if you are connected remotely to the PC and
need to log out to allow the process to continue.

e Close Dialog when Upload Completes: this feature will close the
window upon completion of the upload process. This is useful when the
process is unattended.

Below the options is a list of data files corresponding with the Data Path setting
from the General Upload configuration. Only the selected data files will be
processed. If no data files are selected, or none exist, the Start... button will be
disabled. Use the ctrl/shift keys to select multiple files.

Pressing the Start... button will launch the upload/archive process and the
following window is displayed:

35



MiniMon Help

£ Manual Data Upload

Jﬁdﬁ%. ._. E ztablishing & Dial-up connection using 'PSMFC! Cancel
G ®  nhone book entry.. e
Hide Detail

[T Cloze Window on Completion

Statuz

Dial-up
Dial-up

The overall staus of each step of the process is displayed. Use the Hide/Show
Detail button to toggle the detail view of processing status. Use the Cancel
button to stop the process. There are certain steps in the process that will not
cancel immediately. Please wait patiently and the process will eventually stop.

The Close Window on Completion feature will automatically close the window
when the process has completed (successfully or not). This is useful when the
process is left unattended.
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Tag Data Report

The tag data report provides detail information about how many times a
particular tag was deteced on a particular device. This information is useful for

testing operation of the physical transciever device.

To access this report, select the Tag Report... menu command located under the

Tools menu heading.

&4 Tag Report

I Configuration I
File: T=t00145.5

Az of: 05/31/2000 14:37:329 Run
Filkers: gttt
Status: Feport completed Save..
Device | oD | Detections &
COmM3 01 a7
COr4 0z a5
COmM5 03 aE
COMB 04 I
COM7 05 0
COomMa o0& 0
COomM39 07 a5
COmM10 0a aE
COmM11 09 aE
COmM12 02, aE
COmM13 3] aE
COmM14 oc aE
COM15 oo aE
COMIB 0E aE
COMI7 oF aE
COmM18 10 aE =

Cloze |

Pressing the Run button will execute the report based upon the current
configuration and display the results in the viewer. The Save... button will

prompt to save the contents of the report to a file.

To change the report settings, select the configuration tab and the following will

appear:
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&) Tag Report

Hepart I

Source
= lze Curent File

&+ Select|D:\Program Files\PTAGIS \MinikdonD atahT st00145 _|

— Filters

W Filter for TAGS listed below:

EOR03308 43 ", FOS7202C63 N AddTag:
%, FOSE421657 W, FOS7232440 S
Import Tags...
] e
[V Filter for DEVICES listed below:
Device I Puort I Enabled I Filker -
E] Stationary FS1000  COR3 True BP4 Protocc__|
Ei Stationary FS1001  CORM4 True BP4 Protocc
59 Portable FS2000F  COME Tue  BPA Pratoce
ﬁ? Portable FS2000F  COME True

BPA Prntﬁﬂ
3

v

Filter for intermogations after: l'IE:EIEI:EIEI AM ==

Cloze |

Below lists each setting for a Tag Report:

Use Current File: if this option is set, the current interrogation file will be
used as a data source for the report. This option is only available if the
interrogation process is active.

Select (File): use this option to select an existing data file as a data
source for the report.

Filter for TAGS: if this feature is selected, only the listed tag codes will
be tallied in the report. This is useful for identifying stick tag detections.
Use the Add Tag... button to manually enter each tag code, or Import
Tags... button to import an existing file of tag codes into the list. If this
option is not selected then all tags will be tallied for each device.

Filter for DEVICES - if this feature is selected, only the selected devices
will be displayed in the report.

Filter for Interrogations After - if this option is selected, only
detections after the designated time will be counted in the reports. This is
useful for identifying separate stick tag events within the same data file.

System Information

System Information window provides a snapshot of detail summary about the
current interrogation process and system resources. Use the Refresh button to
get the most current information.
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—bdinibdon
otarted COn: 27232000 1:62:31 Fhd
Created: 2 filels)

Current File:  x33<0054.F
Mext Change: 3 Hour(s) 7 Minute(s) 33 seconds
Logging: Summary

Log File Size: 6 Line(s)

Log File: C:ADewvh Projectsh kMinibdont Frototypeh tmph LOGOO540,

Drive Yolume: CY '[no label)' (FAT3Z)

Total Drive Size: 13,352 984 KB
Drive Space lsed: 2,181,952 KB
Ditive Space Free: 11.171.032 KB

— Dystem
0= Yersion:  ‘Windows 98 410 build B776E446 {A)
Total physical Mermony: 130,416 KB
Free physical Memony: 4KB
Swap File Size: 1,966,732 KB
awap File Usage: 4%
Yitual bMemaory Avail: HR%

Befresh Dietail...

This window is comprised of two sections:

MiniMon Process Information

Other Features

e Started On: the date and time the current interrogation process was

started.

e Created: number of interrogation files created since process was started.
e Current File: name of the current interrogation file that is open (the
actual physical file will have a tmp extension appended to the file name

until it is closed).

Next Change: when the next scheduled file change will occur.
Logging: which log mode setting is in use.

Log File: the physical file name and path used for logging to.
Log File Size: number of lines written to the active log file.

* Some of the above information is displayed in real-time on the Device

Status summary.

System Information

39



MiniMon Help

System information section contains a snapshot of generic system resource
information, such as physical memory, virtual memory and disk space usage. To
see more detail on this information, click the Detail... button.
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